新生防诈骗提示

预防网络诈骗安全提示:

1、警惕假冒QQ好友诈骗:遇到亲友在QQ、微信等网络即时通信工具上借钱，务必电话确认后再转账汇款;

2、网银升级诈骗:不要轻信手机收到的“网银升级”短信,应打电话至银行客服咨询或到柜台处理;

3、网上酒托诈骗:不要贸然和网友见面，不要到对方指定的地点消费;

4、中奖类网络诈骗:对各类通信工具收到的中奖信息不可轻信,特别不要预先缴纳税金或保证金；

5、预防虚假购票网站诈骗,特别是特价订票网站;

6、预防网上兼职和代刷信誉诈骗；

7、预防上门推销上网卡及洗涤用品的；

8、预防冒充班主任找你到办公室或收缴费用的。

防范电信诈骗，需掌握“六个一律”。

1.接电话，不管他是谁，只要一谈到银行卡，一律挂掉；

2.只要一谈到中奖了，一律挂掉；

3.只要一谈到是公检法税务或领导干部的，一律挂掉；

4.所有短信，但凡让点击链接的，一律删掉；

5.微信不认识的人发来的链接，一律不点；

6.所有170开头的电话，一律不接。

新生防校园贷提示

新生注意“不良贷款”骗局

1、凡是声称可以帮助同学“办理小额分期、手机分期等一些用款业务”的；

2、凡是声称网上办理贷款“手续简单，当天可以办理”的；

3、凡是要求借款人以手持身份证裸体照片替代借条实施借款的；

4、凡是声称可以“以先拿钱后兼职还款”作为条件的；

5、凡是声称以介绍同学、朋友参加“校园贷”贷款，便可轻松赚得每单几百上千元不等的“好处费”的；

6、凡是声称“不需要任何抵押，动动手指就能借到钱”的；

7、凡是不考察借款人的还款能力，不进行适当测评，就轻松放贷，发放小额现金的；

8、凡是通过在校内寻找个别学生，进行“校园贷”代理，发展“眼线”等方式实施手机APP借贷的；

9、凡是声称可以找到内部人士，发放助学金的；

10、凡是声称“只需提供学生证和身份证即可办理”的。

新生报名安全提示

新生入学报到期间，校内人多复杂，为使新生安全顺利办理入学报到手续，请注意以下几点：

一、报到地点请到入学通知书上学校指定的地方，以防不法分子骗到陌生地段实施违法犯罪活动；

二、未经学校允许，任何单位和个人不允许进宿舍以办上网等为由进行收费；

三、迎新期间宿舍楼人员较多，请家长和学生提高警惕，切勿把物品交由陌生人管理，防止物品被盗；

四、请各位家长和学生注意交通安全！

学生宿舍安全：

1.贵重物品（笔记本电脑、数码相机、手机等）要妥善保管；

2.随身携带的大额现金迅速存入银行（学院内部就有建设银行）；

3.对于到宿舍推销商品、介绍勤工助学的人员都不予理睬，以防上当受骗；

4.做好防火工作，严禁使用大功率电器；严禁使用管制刀具。

**消防安全 人人有责**

为防止火灾事故发生，保卫处提醒广大师生要认真做好安全防范工作，并做到以下几点：

1、严禁私自乱接乱拉电源、电线，尤其是把电源拉接到床铺上；

2、学生宿舍严禁使用电水壶等禁用的违规电热器具；

3、出门仔细检查用电设备是否切断电源；

4、严禁在校园内使用明火焚烧荒草树叶、废纸、垃圾等杂物； 严禁燃放孔明灯；

5、爱护并管理好消防器材设施，严禁挪作他用和故意破坏；

6、校园内严禁抽游烟、严禁乱扔烟头；

7、正确使用灭火器（拔出插销、对准火源、保持距离、按下把手）；无法确定火源或控制火势时，应迅速有序地撤离危险区，不贪恋财物，并及时报警。